网络安全

 网络安全对于我们来说并不陌生。在如今这个科技高速发展的时代，我们的信息随时都有可能因为我们的某些操作或者是网站的不安全所泄露。这样的案例比比皆是。

2020年1月，英国教育部数据库的信息访问权被一家博彩公司非法获取，数据库泄露了2800万儿童的信息，是英国政府发生的最大的数据泄露事件之一。根据报道，泄露数据是由于一家第三方培训机构向数据请报公司提供的，而这家公司会将数据提供给一些赌博公司，这些公司会将数据用于其网站上的年龄和ID验证。

这属于TCP欺骗原理，攻击者在伪造第三方IP地址的条件下将伪造数据加载到基于TCP协议传送的应用程序数据包中发送至目标主机，以实现使目标主机与第三方主机传输数据泄露或者造成数据破坏。TCP协议是基于三次握手的面向连接传输机制，采用了基于序列的确认重传机制保证数据包的可靠传输。所以，要进行TCP欺骗必须先行预测出第一次握手数据包中的初始序列号，而TCP第一次握手的初始序列有一定的随机性，因此只有了解了序列号生成算法，才可以实现TCP初始序列号的准确预测。

而这将会导致我们的信息安全受到威胁，在我们不知不觉间自己的信息就会被泄露到其它人的手中而我们自己却毫不知情，这听起来好像不会对我们造成太大的威胁，但是换个思路一想网络上那些被别人骗取钱财的不正是因为骗子知道我们的个人信息吗？当他们说出在我们心中认为不应当有人知道或知道的人很少的信息时，我们原本不相信的内心便会在潜移默化之间相信他的话，在不知不觉间被他人所骗。当我们被骗后，轻则损失钱财、重则家庭分崩离析。为了规避这种情况的发生，国家进行了一系列的方法：从源头入手便是颁布了一系列的法律法规加强监管进行审查防止这种现象的出现，从过程看加大宣传力度加强人们的警戒心理，如若仍然被骗便要加强警察打击和抓捕力度尽量减少人们的损失。

因此，当我们遇到他人来电或短信告诉我们家里人初始急需钱或自称某某单位说我们的某某行为有问题时，应先打电话进行确认不要盲目相信。遇到他人像我们借用手机时，应确保在我们的视线内进行完成防止他人对我们得信息进行窃取对我们造成损伤。在网上登陆网站同样不可大意，登录时要确保进入的是正规网站减小我们的信息被人窃取的可能性；同时，哪怕是正规网站也不要随意透露自己的信息遇到要用身份证验证码时一定要仔细查看，不可大意。同时要谨慎视频借钱等人像呈现，如今科技高速发展有不少看着是自己的亲人实际是AI合成的人像，我们遇到这种情况必须要反复确认不要一时冲动造成无法挽回的结果。千万不要觉得我是在危言耸听，这些都是血淋淋的事实让我们警戒；也不要觉得它离我们很远，其实每一秒都有人因为网络的不规范导致自己变得穷困潦倒，甚至家破人亡。如果我们真的被骗了，应当及时拨打报警电话并表明前因后果，让警察进行追查以减轻自己的损失。

我相信在看完我这篇文章后，大家对于网络安全的保护意识都有所增强，都会变得更谨慎，来防止这种事情发生在自己的身上。如果大家想进一步了解，可上网进行搜索。
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